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A bill of lading is a document accompanying freight that states the
agreement between the shipper and the carrier and governs their
relationship when goods are transported.

1. always, as a receipt that the goods have been loaded as per the contract 
and the goods are received in good condition;

2. sometimes, as an evidence of the terms of the carriage contract;
3. sometimes, as a document of title to the goods

It’s still not digital, is printed in several copies (6) and sent by plane
to the final destination to the company which the cargo is
consigned, to collect the goods!

BL exists (in paper) since 1600’s.

BL



An electronic Bill of Lading (eBL) is a paperless Bill
of Lading electronically issued instead of a
traditional one, printed on paper and physically
issued as a hard copy, shared with all entities,
guaranteeing same functionality.

eBL



The CMR note is the standard contract of carriage
for goods being transported internationally by
road.

The CMR was signed in Geneva, 19 May 1956.
According to this convention, the CMR document is
obligatory if either the country of departure or
destination has signed the convention.

CMR logistics regulates the entirety of the general
conditions relative to international transport of
goods by road.

CMR



eCMR
An electronic CMR (eCMR) is a paperless CMR electronically issued
instead of a traditional one, printed on paper and physically issued as a
hard copy.

Ratified by 33 countries worldwide.

On Wednesday 27th of November 2019, the European Parliament and
the European Council have agreed and accepted on making the use of
digital consignment notes mandatory. The digital consignment note is
expected to be mandatory in 2026.



Printed BL/CMR
Challenge/Problem

Delivery
A Bill of Lading is usually sent three 
times through a courier, each time 
costing a certain amount of money and 
time. 

Cost/Time
The cargo may arrive before the BL is in 
possession of the importer. 

Document integrity Data security
It can be lost, damaged, or destroyed 
during transport.

Can be forged.



eBL/eCMR
Strenghts

Instant delivery
A Bill of Lading is usually sent 
three times through a courier, 
each time costing a certain 
amount of money and time.

Low cost
Since there are no courier fees or 
insurance costs, the Digital Container 
Shipping Association estimated a total 
of four billion dollars annual savings at 
a 50% adoption rate for the container 
shipping industry alone (DCSA, 2020)

Document integrity
Another important strength is that 
it cannot be lost, damaged or 
destroyed during transport

Data security
Forgery is way more difficult in 
eBLs when compared to paper 
ones.



Technology
Challenge/Problem

01

Mutable Data
Changes to data are allowed 
in regular databases. 02

Transparency
Only allowed players can see
the data. 

03

Auditability
No way to ensure data has 
not changed. 04

Centralized
Regular systems are 
controlled by either a single 
or a select group of
organizations

05
Security
It can be hard to ensure the
origin and state of the
document is valid and 
audited



Why
Blockchain 01

Immutable
The use of timestamps and 
cryptographic mechanisms 
render the ledger virtually 
immutable.

02

Transparency
All the players can read the
information.

03

Auditability
Previously written 
information cannot be 
deleted or modified

04

Interoperability
Different systems and 
application can access a 
comun data point.

05
Decentralized
Does not require full trust on
a single entity. 06

Security
Digital signatures are much more 
secure than the traditional 
company rubber stamps and 
handwritten signatures.
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Project 
Prototype

We have made a prototype project consisting on a 
Hyperledger/Sawtooth blockchain node network with a 
transaction processor and an application that implements 
an electronic Bill of Lading system.



Interoperability
DCSA Standards

The purpose is to facilitate digital interconnectivity and 
seamless data communication that anyone who 
touches the industry can leverage. 

DCSA standards are developed in close conjunction 
with the member carriers who work with DCSA to 
ensure widespread adoption.



Interoperability
DCSA Members



Interoperability
Other Solutions

Our goal is not only for it to be possible to 
validate other blockchain platform’s 
documents through our blockchain solution, 
but also be able to interchange trade 
documents between existing blockchain 
solutions (CargoX, WaveBL, etc).

We will integrate this solution with other 
platform NEXUS Webtrans, as a repository for 
BL’s.



Solution Total Funding Amount
$390.1M

Funding Rounds
9

Investors
25

Monthly Visits
15,946

Monthly Visits Growth
19.85%

Clients



Solution Total Funding Amount
$41.1M

Funding Rounds
5

Investors
16

Monthly Visits
11,571

Monthly Visits Growth
-8.77%

Clients



• Crowdfunded project started in 2018.

• Built over the Ethereum blockchain.

• For smart contracts and to serve as 
a payment method for logistics services, 
the company created the ERC-20 token 
CXO.

• Relies on the security and decentralization 
provided by open blockchains and smart 
contracts.

• Document ownership can be transferred 
using Ethereum’s public token ownership 
transfer capabilities.

• Users can always audit the trail of title 
transfers and other transactions via 
blockchain explorers.

SWOT 
Analysis

• Project started in 2015.

• Built over various blockchains.

• Has no token.

• Wave BL does not have the capabilities 
to take over ownership of any documents.

• User managed control of data and access.

• Uses blockchain to ensure there’s an 
original copy of the document.

• The receiver gets the document and a 
token used to validate the document 
against the blockchain.
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• Edifício LACS
Estrada da Malveira Serra 920
2750-834 Cascais

• (+351) 214 229 110

• www.maeil.pt

• sales@maeil.pt

Thank 
you!


